
 

SCAM    ALERT 

From: ""Welcome"" <homme2102@hotmail.com> 

Subject: Pfizer COVID-19 SurveyRegistration 

Do not respond to COVID-19 Vaccine Surveys. They lead you to enter a bank 

account or credit card in order to claim a “reward”. If you have responded to 

emails like the one below, please call the Kansas SMP at 1-800-432-3535. 

Check to make sure the logo matches 

the one on the company website. There 

is no official Pfizer logo anywhere in 

this email.  

Check the address to the official 

company address on the company 

website. 

Always check where the email address 

came from. An official email will not 

come from a Hotmail account. 

If they ask for a bank account or credit 

card, it’s a red flag. This includes to pay 

for shipping to claim a “free” prize. 

Kansas SMP is a program coordinated by Kansas Department for Aging and 
Disability Services and partnered with local Area Agencies on Aging. This alert was 
supported, in part by grant number 90MPPG0037, from the U.S. Administration for 
Community Living, Department of Health and Human Services, Washington, D.C. 
20201. Grantees undertaking projects with government sponsorship are 
encouraged to express freely their findings and conclusions. Points of view or 
opinions do not, therefore, necessarily represent official ACL policy. 

Typos are common with scams. In this 

case, PO box should be capitalized.  

If you’re unsure whether a scammer is 

behind the email you received, get in 

touch with the brand or company 

featured in your email directly via social 

media or their ‘contact us’ page. 
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